	Release: Baseline
	Test Case Creation Engineer: Stan Williams

	Title: Default Addressing
	Date Test Case Created: 

	Test Case Execution Engineer: 
	Pass/Fail/Pending: 

	Test Platform: 
	Total Test Time: 

	Start Date: 
	Run Time for processes or reports: 

	Complete Date: 
	Database Instance and Version: 

	Logged in User’s Role: root, user
	Location of Test Artifacts for this test case: 

	Notification Server Version: 
	CI: 

	Last Modified By: Vada Dreisbach
	


Test Case #: Baseline_Default_Addressing
Test Case Description

This test case demonstrates NCF default addressing (i.e., that products sent to the default NCF address will be disseminated to the NWSTG, the NWWS, the SBN, the WAN, and the Internet Archive, as appropriate, depending upon the product being sent).  As such, this will be an end-to-end test of the bi-directional NWSTG interface and SBN distribution of AWIPS products capabilities demonstrated in the 4.NCF-1 SyAT, the NWWS dissemination capability demonstrated in the 4.NCF-2 and 4.NCF-3.3 SyATs, and the Internet Archive capability demonstrated in the 4.NCF-3 SyAT.  For OB4, the NWSTG-TCP dissemination capability was added.

· Requirements 

3.1.4.1.2.2 
The AWIPS Network Segment shall (1b) automatically transmit the following data to all Site Segments and to the NOAAPORT receive systems:  all data received from any Site Segment designated for point-to-multipoint distribution. 

3.1.4.1.2.3 
AWIPS shall (1) provide the capability to transmit data from AWIPS sites to the Network Segment.  These data include information to be disseminated through the central interface and any data that are designated for global distribution. 

AWIPS shall (2) provide the user with the capability to specify Multipoint-to-Point distribution control parameters. 

3.1.4.1.3 
AWIPS shall (15) provide the capability to disseminate data through the external interfaces of the Network Segment listed in Table E-10. 

3.1.4.4.2.1
AWIPS shall (1) provide the capability to automatically detect and log the following system events: 

(k)
Data Received and Transmitted 

3.1.5
AWIPS shall (6) provide an interface to NOAA Weather Wire Service in accordance with Reference Document 9 and Appendix E. 

AWIPS shall (23) provide an interface to NWSTG in accordance with Reference Document 10 and Appendix E.
· Prerequisite Conditions: 
Execution of this test case will require the use of the TNCF and two testbeds. 

TBDR and TBDW must be configured to send messages addressed to DEFAULTNCF to the TNCF, rather than to the ANCF (i.e., the DEFAULTNCF special address must be changed to TNCF from ANCF in the addr_handler.tbl file). 

To change the DEFAULTNCF special address, on dx1-<site>, as root: 

· Change the DEFAULTNCF Site entry in /awips/ops/data/mhs/addr_handler.tbl to TNCF 

· On dx1-<site>, stop message handling and restart it by typing:

/awips/ops/bin/stop_smtp_mhs<cr>

/awips/ops/bin/start_smtp_mhs<cr>

cs2-tncf (nwstg2-tncf) must be configured to receive NWSTG-TCP data.  Check first that the process is not already running.  On cs2-tncf:
ps –elf|grep comm

If you see output like the following, then you do not need to restart the process.

root     26008     1  0 16:15 ?        00:00:00 comm_svr -c XXXX00 -P -D /data/c

root     26010 26008  0 16:15 ?        00:00:00 comm_svr -c XXXX00 -P -D /data/c

To set up the test configuration cs2-tncf as root:

cd /awips/nwstg/bin

./start_nwstg_gateway_sim

Start the archive processes on the NWS Radar Server on as3-tncf.  Check first that the process is not already running:

ps –elf|grep datavol
If you see this output, then you do not need to restart the process.

 000 S root     23447     1  0  75   0    -   434 pipe_w 15:09 pts/0    00:00:00 read_pipe -p /usr/datavol0/output_pipe

As root on as3-tncf:

cd /awips/radar/bin

./start_radar_gateway_sim

The NWWS simulator must be connected to the TNCF. 

To verify receipt of Internet Archive data, a Test Bed site must be sending radar data to the TNCF, the active TNCF application server must be configured to simulate nidserva, and the TNCF MHS data server (mh1-tncf or mh2-tncf) must be configured to send Internet Archive data to the simulated Internet Server.  Normally, the TNCF MHS servers are configured to send to as3-tncf and as4-tncf.  To start the simulated Internet server software on as3-tncf and as4-tncf, as root, run /awips/ops/radar/bin/start_radar_gateway_sim.  If as3 and as4 are not available for use as simulated Internet Servers, as1-tncf can be used.  To set up the test configuration using as1-tncf: 

On as1-tncf, type:
archive_svr

dwb_smon (to verify that archive_svr is running)

cd /awips/ops

mkdir archive

ln -s /awips/ops/archive /usr/datavol0

mkfifo /usr/datavol0/output_pipe

read_pipe -p/awips/ops/archive/output_pipe

On mh3-tncf or mh4-tncf, type:
in /etc/rc.config.d/AWIPS, change CO_INET_HOST0 and CO_INET_HOST1=as3-tncf (from null)

. /etc/rc.config.d/AWIPS

stop_mhs_gateway_inet 
start_mhs_gateway_inet 
Check mh3-tncf to see if the processes are working.  Use acq_stats to see the products coming in:


acq_stats –m6 –k14 –k15 –oc –oC –i2
For testing purposes, the AWIPS WAN address “ALL” at the TNCF has been defined to be the Test Bed sites, to avoid sending test products to all AWIPS sites.

1/28/08 – Obsolete:

The following default address list must be present in the default_addr.data configuration file in /awips/ops/data/mhs on dx1-<site>:

DEFAULT_ADDRESS_LISTS

*|DEFAULTNCF

Filtering was added to the default addressing capability at the NCF in Release 4.2.  The current NCF default address lists are as follows:

default_addr.data

W*|NWWS,ALL#

send WWA’s to NWWS and ALL

NOUS71 KNCF*|ALL
# send Urgent NCF Admin Messages to ALL

NOUS72 KNCF*|ALL
# send Routine NCF Admin Messages to ALL

# Send everything to the NWSTG and SBN.  (See exceptions below.)

*|NWSTG,SBN

# Radar Products

SDUS4? *|INET

SDUS5? *|INET,!NWSTG

SDUS6? *|INET,!NWSTG,!SBN

SDUS8? *|INET

SDUS97 *|INET,!NWSTG

NOUS6? *|INET

# Do not send QPE Grids to the SBN

ZETA98 *|!SBN

# Do not send FFG prods to the SBN

ZEGZ98 *|!SBN

# WAN warning test message goes to ALL over the MHS but nowhere else

NTUS98 *|ALL,!SBN,!NWSTG

# Do not send SXXX90 products to the NWSTG or SBN

SXXX90 *|!NWSTG,!SBN

# Uncomment the following 2 lines to NOT send QPF Grids to the SBN

# YEI[GMNOPQRSTU]98 *|!SBN

# YEI[ST]88 *|!SBN

dfltaddr.inet_dist

*|INET 

dfltaddr.nwstg_dist

# Send all products to NWSTG via TCP

*|NWSTG_L51

# Send SuperObs (SDUS9*) to NWSTG via FTP, not TCP

SDUS9 *|NWSTG_FTP,!NWSTG_FTP

# Send QPE/QPF products to NWSTG via FTP, not TCP

ZETA98 *|NWSTG_FTP,!NWSTG_TCP

YEI[GMNOPQRSTU]98 *|NWSTG_FTP,!NWSTG_TCP

YEI[ST]88 *|NWSTG_FTP,!NWSTG_TCP

# Send FFG (Flash Flood Guidance) products to NWSTG via FTP only

ZEGZ98 *|NWSTG_FTP,!NWSTG_TCP

dfltaddr.nwws_dist

*|NWWS0

dfltaddr.sbn_dist

# Send everything to the NMC queue

*|NMC

# Send radar data to the compression queue and not to the NMC queue

SDUS5*|NMC_COMPRESS,!NMC

The TNCF must be receiving WAN radar data from at least one of the Test Bed sites.  

The following product identifiers will be used in this test case to demonstrate each case in the default addressing table:

ABNNPWAPN WWUS73 KAPX —> NWWS, NWSTG (Line 51), SBN, ALL

SDUS* —> INET, SBN, NWSTG (Line 55)
Part I - Send Product to NCF Default for Transmission via SBN, NWWS, NWSTG and ALL via the WAN
	Step #
	Action / Inputs
	Expected Outputs
	Pass(P)/

Fail(F)

Pending (Pen)
	DR #, Name and Description for failed step 
	Special Needs / Comments

	1. 
	On mh1-tncf or mh2-tncf, as applicable, verify that products are forwarded from the NCF to the SBN, NWSTG, NWWS and ALL.

ssh mh1-tncf<cr> 
cd /data/logs/mhs/logs/Products/mh1-tncf /msgrcv_svr<x><cr>
tail -f msgrcv_svr<x>.log<cr>

	Products forwarded by the NCF to the SBN, NWSTG, NWWS, and ALL via the WAN will be shown in this log.
	
	
	

	2. 
	Log in to the simulated TCP NWSTG. Verify the products sent from the NCF to the NWSTG via TCP are logged.

ssh cs2-tncf<cr> cd /data_cs2/logs/Products/cs2-tncf/comm_svr

tail -f comm_svr_0.log<cr>

	Products sent from the NCF to the NWSTG via the TCP interface will be logged.
	
	
	

	3. 
	On a site Text Workstation, as a user, select the Enter Editor button on the button bar of a Text Window.
	A Text Editor window and Header Block window appear.  The Header Block contains header information for the message. 
	
	
	

	4. 
	Type in the Header Block window: 

WSFO=SLC

Product Category=CEM

Current Site ID=SLC

Addressee=ALL
	An information or warning message may be displayed.
	
	
	

	5. 
	Select the Enter button.
	The Warning and Header Block windows close.  The header information for the text message is displayed in the header section of the Text Editor window.
	
	
	

	6. 
	In the Text Box type:

Test Message 1 to DEFAULTNCF

Please disregard.

Thank you.

WOUS45 KSLC <date-time>

test test test test test test test test test
	
	
	
	

	7. 
	Select the Send button on the toolbar.
	The message is sent to the NCF, which forwards it to the SBN, NWSTG, NWWS, and ALL via the WAN. 


	
	
	

	8. 
	Select the Clear button on the toolbar. 
	The test message is cleared from the Text Editor window.
	
	
	

	9. 
	In the mh1-tncf msgrcv_svr<x>.log window opened in Step 1, review the sent to SBN, NWSTG, NWWS, and ALL entries. 


	The warning product sent to the default NCF address in Step 7 is sent to the SBN, NWSTG, NWWS, and ALL (tbdw, tbdr, tbw3, and tbw4).
	
	
	

	10. 
	Verify that the product sent to DEFAULTNCF was logged upon arrival at the simulated TCP NWSTG by reviewing the log file tailed in Step 2 above. 
	The product that was sent to DEFAULTNCF was forwarded from the TNCF to the NWSTG TCP interface.
	
	
	

	11. 
	At the NWWS Simulator, verify that the warning product sent to DEFAULTNCF was received. 
	The product is displayed in the product arrival window.
	
	
	

	12. 
	On another Test Bed site, verify that the warning product sent to DEFAULTNCF was broadcast over the WAN to ALL addressees by logging in to the site’s primary data server as an individual user and typing:

textdb -rw WOUS45 -rs KSLC<cr> 

or 
textdb -r SLCCEMSLC
	The product sent from <site> to the DEFAULTNCF address is displayed.  The textdb command reads directly from the text database.  If more than one AWIPS ID is associated with the WMO header, the tester may have to type:  textdb -ri NPWAPN to view the product.
	
	
	

	13. 
	Verify the product was received on the downlink cp.

ssh cpsbn1-<downlink site><cr>

cd /data/co/logs/Products/cpsbn1-<downlink site>/acq_clnt0_h0<cr>

grep “WOUS45” mc*log<cr>

	The product that was sent from <site> to DEFAULTNCF was disseminated via the SBN.
	
	
	


Part II - Send Product to NCF Default for Transmission via SBN and NWSTG and to Internet Archive 
	14. 
	On the primary DX for a Test Bed site that is sending radar data to the TNCF, tail the message request server log by typing:

ssh dx1-<sending site> <cr>

cd /awips/ops/logs/dx1-<sending site><cr>

tail -f msgreq_svr<x>.log<cr>
	Products, including radar products, are logged as they are sent to the TNCF.
	
	
	

	15. 
	Normally as3-tncf or as4-tncf is used as the simulated Internet Servers. Tail the archive_svr logs:

ssh as3-tncf<cr>

cd /awips/ops/radar/logs/as3-tncf<cr>

tail -f archive_svr.log<cr>
	Radar products are logged as they are received at the simulated Internet Servers
	
	
	

	16. 
	If using as1-tncf as the simulated Internet Server, following the instructions provided in the Prerequisite Conditions, set up the simulated Internet Server and configure mh1-tncf or mh2-tncf to send Internet Archive data to as1-tncf. 
Note:  Normally this step is not required.
	Internet Archive products will be forwarded to the simulated Internet Server (as1-tncf).  The as1-tncf window in which the read_pipe utility was started will update as products are sent to the simulated Internet Server.
	
	
	

	17. 
	In the mh1-tncf or mh2-tncf msgrcv_svr<x>.log window opened in Step 1, review the sent to SBN, NWSTG, and INET entries. 
	The SDUS[458] radar products sent to the default NCF address are disseminated to the SBN; the SDUS [48] products are disseminated to the NWSTG via TCP, and the SDUS[4568] radar products are forwarded to the Internet Archive (INET). 
	
	
	

	18. 
	Verify that the appropriate radar products are sent to the Internet Archive by reviewing the read_pipe entry in the window opened in Step 16 or in the log entries in Step 15.
	The products are processed through the INET pipe or are logged as they are received.
	
	
	

	19. 
	Verify that a radar product sent from <site> to DEFAULTNCF was forwarded from the TNCF to the SBN, as appropriate, by typing: 

rlogin cpsbn1-<receiving site><cr>

cd /data/co/logs/Products/cpsbn1-<receiving site>/sbn_proc0<cr>

grep “<TTAAii CCCC>” mc*log<cr>
	The radar product that was sent from <site> to DEFAULTNCF was disseminated via the SBN.


	
	
	

	20. 
	Verify that the product sent to DEFAULTNCF was logged upon arrival at the simulated TCP NWSTG by reviewing the log file tailed in Step 2 above.
	The product that was sent to DEFAULTNCF was forwarded from the TNCF to the NWSTG TCP interface.
	
	
	

	21. 
	Post-test activity:

On as3-tncf as root:

cd /awips/radar/bin

./stop_radar_gateway_sim

Stop the nwstg gateway simulator started in the Pre-test steps.

On cs2-tncf as root:

cd /awips/nwstg/bin

./stop_nwstg_gateway_sim
If as1-tncf was used as the simulated Internet Server, reset mh1-tncf or mh2-tncf to send Internet Archive products to “null” rather than to as1-tncf, and kill the pipe reader on as1-tncf.
	This concludes the test case.
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