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Test Case #: Baseline_RadarCOMP
Test Case Description:

The radar compression capability was initially implemented in conjunction with radar encryption.  Following expiration of the NIDS agreements in December 2000, AWIPS radar products disseminated via the SBN continue to be compressed, but are no longer encrypted.  This test case will demonstrate processing of compressed radar products. 

This test case will demonstrate the AWIPS SBN radar data flow, as follows: 

· From a test site to the TNCF via MHS, 

· From the MHS subsystem (MH1 or MH2) to the acqserver on the Uplink DX, and subsequent broadcast over the simulated SBN, 

· From a Test Bed site’s (TBDW or TBDR) downlink communications processor to the site’s acqserver on the primary data server, and 

· Display of products on the workstation
At the site, decompression is accomplished on the downlink communications processor.

· Requirements (for specific release ): 
None
· Data Input: 
None
· Prerequisite Conditions: 
This test case requires the use of two Test Bed sites (a sending site and a receiving site) and the TNCF. 

The Test Bed site sending radar data to the NCF must be configured to send the data to the TNCF, rather than to the ANCF.  This change is effected by editing the /awips/ops/data/mhs/addr_handler.tbl on dx1-<sending site> to reflect “TNCF” rather than “ANCF” and then restarting message handling by executing the stop_smtp_mhs and start_smtp_mhs scripts on dx1-<sending site>. 

The Test Bed site used for the downlink portions of this test case must be configured to receive its NWSTG channel data via the simulated SBN (back-to-back modems) from the TNCF.

The Test Bed site used for the downlink portions of this test case must be configured to retain and process the radar products being sent to the TNCF.  This is accomplished by editing the /awips/data/acq_wmo_parms.sbn.radar file on cpsbn1-<receiving site> to include the appropriate products, and then executing acq_setupshm_wmo -p/awips/data/acq_wmo_parms.sbn.radar.  As an example, to use an STO radar product stored on TBDW, add SDUS56 KSTO, or to use an LWX radar product stored on TBW3, add SDUS56 KLWX to /awips/data/acq_wmo_parms.sbn.radar on cpsbn1-tbdr then execute:

acq_setupshm_wmo -p/awips/data/acq_wmo_parms.sbn.radar
It may be necessary to remove radar products from storage directories on the downlink site used for this test case because the taped radar data that is used is older than current data.  To do so, on the downlink site’s primary data server (usually dx1-<site>), as fxa, type:

cd /data/fxa/radar/<site ID; usually kbox>

find . -type f -name “199*” -exec rm -f  {}  \;

find . -type f -name “200*” -exec rm -f  {}  \;
After the products have been removed, on dx1-<site>, as fxa, kill the notificationServer by typing:

ps -ef | grep notif

kill -9 <pid>
Then, as fxa, restart the notificationServer by typing:

cd /awips/fxa/bin

startNotificationServer
Then, log out of D2D on the workstation being used, and start a new D2D. 

To make it easier to track radar products, turn off the NWSTG data feed from the TNCF.  Log on to as3-tncf as root, then on nrs1-tncf, as root: 

edit acq_send_parms.sbn to remove the “4,” from “HOST=4” in the “send[0]=” line,”.  Then, run start_acq_send -p /awips/data/acq_send_parms.sbn. 

	Step #
	Action / Inputs
	Expected Outputs
	Pass(P)/

Fail(F)

Pending (Pen)
	DR #, Name, Description for failed step 
	Special Needs / Comments

	1. 
	On dx1f-<sending site>, monitor the radar products being forwarded to the TNCF by typing:
# cd /awips/ops/logs/dx1-<sending site>
tail -f msgreq_svr.log


	The SDUS5* products are logged when they are sent to DEFAULTNCF
TBDW: KBOX

TBW3: KSTO
	
	
	

	2. 
	On the TNCF’s receiving MHS server (mh1-tncf or mh2-tncf), monitor receipt of the radar products from the sending site by typing: 

ssh mh1-tncf –l root
cd /data/logs/Products/mh1-tncf/msgrcv_svr1
tail -f msgrcv_svr1.log

	The SDUS5* products are logged when they are received and again when they are forwarded to the SBN.
TBDW: KBOX

TBW3: KSTO
	
	
	

	3. 
	On mh1-tncf, each compressed product is logged as it is sent to the acqserver on the uplink data server via uplink_send. 

cd /data/logs/Products/mh1-tncf/smtp_recv
tail -f smtp_recv_1.log
	TBDW: Receiving KBOX listings

TBW3: Receiving KSTO listings
	
	
	

	4. 
	On the receiving site:

ssh cpsbn1-<receiving site> 
cd /data/co/logs/Products/cpsbn1-<receiving site>/acq_send0.h0.g1_m5
tail -f mcProduct.log 
	Products are logged as they are received on the CP.  Decompression defaults to enabled on the CP.  The CP logs will show bytes(<#>) fcbytes(<#>) pct(<#>%) for SDUS5* products if compression is turned “on” on the CP.
	
	
	

	5. 
	On dx2-<receiving site>:

cd /data/logs/fxa/<date> 

ls -ltr RadarStor* | grep <site>
Tail the current radar storage log.
	Products are shown as they are stored or discarded by the RadarStorageContoller.
e.g. site is KLWX
	
	
	

	6. 
	Display a decompressed radar product.  On a receiving site workstation in a D2D window, select Radar —> <radar> —> <product selected from decryption (step 4) and radar storage logs (step 5)> 
e.g. If KLWX was chosen then display products from the Dialup Menu for that location
	The product is displayed. 

Posttest Activity:
Turn on the NWSTG data feed from the TNCF.  On nrs1-tncf, as root: 

edit acq_send_parms.sbn to add the “4,” to “HOST=4” in the “send[0]=” line.  Then, run start_acq_send -p /awips/data/acq_send_parms.sbn.

This concludes the test case.
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