Key West Identifier Change Working Group                                                      11/9/2005

1. Requirements 

a. MOST AWIPS IDs must change from "XXXEYW" to "XXXKEY."

b. Neither the ASOS nor the WSR-88D is moving, so AWIPS IDs for products from those sensors do NOT change. 

c. ALL WMO IDs must change from "AAUSii KEYW" to "AAUSii KKEY."
d. Attachment 1 provides the specific changes

2. Assumptions

a. Machine names will change.

b. WAN ID will change to KEY

c. OCWWS requires that the Event Tracking Number (ETN) for the Key West WFO, when it becomes KEY, not be reset to zero (or one) in WarnGen and GHG. 
d. Will be loaded on a AWIPS 5.1 system with IFPS 17.6

e. Software will need to be installed at Key West, backup sites, and possible other surrounding sites.

3. Schedule

a. Planning for January 18, 2006

4. Involved Parties

a. SEC, FSL, MDL, OHD, OOS, OCWWS, SR, Raytheon/Keane
Summary of Development Effort – as of Nov 9
1. NDM changes about EYW >KEY (Curnow) 

a. afos_lookup_table.dat

i. KKEY MIA  (add)

b. afosMasterPIL.txt (change most EYW products to KEY - see DRG list)

i. MIAADMKEY, etc.

c. airepsTable.txt  (remains at airport EYW)

i.  EYW        2458 -08180         KZMA 1

d. awips2afos.txt (6 pils -UA at airport EYW; wmoID changes to KKEY)

i. KKEYFZLEYW MIAFZLEYW

e. ispan_table.template (no EYW or KEY entries)

f. metarStationInfo.txt (remains at airport EYW)

i. 0000072201|KEYW | 24.55 | -81.75 |    6|KEY WEST INTL AR, FL     |US|MTR

g. MTR.goodness (remains at airport EYW)

i. 72201    KEYW  24.5500  -81.7500     6     26466

h. modelBufrStationInfo.txt (remains at airport EYW)

i.  0000722010  |KEYW | 24.550 | -81.750  | 6 |  KEY_WEST_INTL_ARPT  FL  |US|22

i. pirepsTable.txt (remains at airport  EYW)

i. EYW             KEY WEST             2459 -08180

j. raobDataKeys.txt (remains at airport EYW)

i. 9108 |        |  |   |  |        |  |point/raob/netcdf     |    |   |KEYW

k. raobDepictKeys.txt  (remains at airport EYW)

i. 9108 |7 |9108,27503 |KEYWraob|9000|1 |KEYW Skewt    |KEYW   |1 |0 |0 |

l. raobMenus.txt   (remains at airport EYW)

i. productButton:  9108 # KEYW Skewt

m. raobProductButtons.txt (remains at airport EYW)

i. 9108   |  9108, 9108, 9108, 9108, 9108, 9108   |Key West, FL  (KEYW)         |KEYW Skewt        |  0

n. raobStationInfo.txt  (remains at airport EYW)

i. 0000072201|KEYW | 24.55000| -81.75000|    2|KEY WEST, FL|US|RAOB

o. raob.goodness (remains at airport EYW)

i. 9108 KEYW    24.55000   -81.75000     2    50

p. selsAnchors.txt  (remains at airport EYW)

i. EYW 24.550  -81.770 KEY WEST FLORIDA

q. station_table.dat  (remains at airport EYW)

i. 72201 KEYW

r. synopticStationTable.txt   (remains at airport EYW)

i. KEYW     722010 KEY_WEST_INTL_ARPT     FL US  2455  -8175     6  044

s. textCCChelp.txt  (add/change WFO location)

i. KEY WFO Key West, FL (add)

ii. EYW Key West Intl AP, FL (del WFO in entry)

t. wmoSiteInfo.txt   (change KEYW to KKEY)

i. KEYW         2         2      BYXYD1 AMXND5

u. afos2awips.txt   (TOC - Data Mgmt will use DRG list)

i. MIATORKEY WFUS52 KKEYafos_lookup_table.dat  (add KKEY MIA)

2. TOC
a. Folks are on board
3. WARNGEN (Ramer)
a. Changes to 1b,1d, 1t, and 2a

b. Custom templates at the site (See item 11)
c. Localization (See item 11)
d. Service backup sites

4. D2D and MHS (Raytheon/Keance, SST)
a. For MHS, there's a text workstation file that refers to EYW

b. For HazCollect, we need to create a new config file for KEY.FSL as an action to verify that there are no additional changes required.
c. /awips/ops/data/mta_routes.dat needs updates.  All instances of eyw change to key.  The updated file needs to be installed at all adjacent MTA sites (FFC, LIX, ANCF, BNCF) and x400mta_config needs to be run to activate the change.

d. /awips/ops/data/mhs/all_sites.dat needs to be updated change  KEY to  EWX probably only at the ANCF and BNCF, but maybe at all sites.

e. /awips/ops/data/mhs/smtpaddr.txt needs to be updated at all sites.
f. /awips/ops/data/afos2awips.txt updates at the NCF (and all sites I am sure)
i. Concern about all sites downloading this file, local customizations.  It should just be Key West and backup sites
g. /awips/ops/data/siteid_to_cccc.txt requires updates at just KEY, I think.
h. /awips/ops/data/mhs/mta_table.dat needs to be updates at just KEY.

i. asNCF cron tables need to be updated (on as1/as2 ANCF and BNCF) to change remsh host for PAMS data acquisition.  Update /awips/ops/data/mc/root.as[12].asNCF.NCFcron on affected host and run /awips/ops/bin/config.NCFcrontabs, then run /awips/ops/bin/register.crontabs.
j. X.400 management station software configuration will require updates in order to monitor MTA at KEY.
k. DNS zone files (db.165.92, db.sr, db.sr) will require updates at the NCF.  Don’t forget to update serial number so that they are pushed out to sites.
5. Map Backgrounds (Graffman)
a. Shapefiles

i. Shapefiles used by GFE.  This is a complete list of the files we use currently (ignore the dates on the files), the ones that are starred (***) are the ones we definitely need updated with the KEY identifier.

a. *** CountyMapName =  'c_28de04'

b. *** ZoneMapName =  'z_28de04'

c. *** CWAMapName =  'w_28de04'

d. *** OffshoreMapName = 'oz15de04'

e. *** MarineZonesMapName = 'mz06mr05'

f. StatesMapName = 's_29my03'

g. BasinsMapName = 'ba18mr05'

h. *** FireWxZonesName = 'fz06jn05'

i. RFCMapName = 'rf12ja05'

j. LakeMapName = 'lk21se99'

k. HighSeaMapName = 'hz28au04'

l. CityMapName = 'web_city'

m. InterstateMapName = 'ri11oc01'

n. HighwayMapName = 'loreshwy'

o. *** ISCMapName = 'cm16my05'

p. *** FireWxAORMapName = 'cf07mr05'

q. CanadaMapName = 'province'

r. WorldMapName = 'world_adm0'

s. RailroadMapName = 'railrdl020'

t. AirportMapName = 'airprtx020'

6. MDL ADAPT software (Moeller)
a. IFPS:  We anticipate that it will take MDL 5-10 person days to investigate, modify, and test the changes for MDL's portion of IFPS.  The changes will involve renaming data files, reconfiguring data files, renaming ifps_ccc Informix database, reconfiguring the database tables within that database, and changing some environment variables.  Some subset of these changes will also need to be done at MFL.  In addition, simultaneous changes will need to be made on the Service Backup Central Server and the NDFD Server.
b. MOS:   No changes anticipated for the MOS products.  Our understanding is the ASOS is staying put with KEYW as the id, and that's what the MOS is based on... the observing site, not the WFO.  So all of our products going into AWIPS will remain KEYW. 
c. LAMP:   There are two ways to deal with this for LAMP.   Change the LAMPsetup file such that if the site ID is KEY:   1) assign the LAMPSITE to EYW, and the existing site-specific files needed by LAMP would be found (with EYW in the name) or,  2)  rename all the site specific files LAMP needs with KEY in the filenames and assign the LAMPSITE to KEY.
 LAMP checks (via the LAMPsetup file) the environmental variable $SITE_IDENTIFIER (if the file /etc/rc.config.d/AWIPS exists) or the hostname (if the AWIPS file does not exist) to determine the LAMPSITE, thus it can be dependent on the machine name.  

Option 1) is similar to what we do for sites like NHDA, where we say if the SITE_IDENTIFIER is NHDA, then the LAMPSITE is ALY (for example).  But we consider this tricking the system and it is not our preferred choice because it would continue the use of the EYW in filenames.  We are also not sure it would work if the LAMPSITE is different from the FXA_LOCAL_SITE, which I believe it would be in this case.  How LAMP uses FXA_LOCAL_SITE needs to be further investigated. 

Option 2) seems most reasonable, but we would need to provide a script which would rename the over 700 site-specific files LAMP uses.  We assume that updated versions of these site-specific files would not need to be checked in to the AWIPS CM system.

d. CLIMATE:  For Climate, the change of WFO ID from EYW to KEY is pretty simple, and all in the hmdb database.  In order, you have to: 

1)  Assign an unused station_id number as the Primary Key, and insert a row for the new station code KKEY in the station_location table. 
2)  Insert a new row for the office_id KEY in the issuing_office table, using the station_id value from (1) as the required foreign key. 
3)  Update the cli_sta_setup table to change the issuing_office values from EYW to KEY. 

Both 1 and 2 must be done as user 'informix'.  All this assumes that $LAMPSITE is changed in the environment at the same time.  If not, then to be safe, you could duplicate all the EYW rows in the cli_sta_setup table with identical rows having KEY as the issuing_office value. 

RecordClimate (and possibly format_climate) may read the WFO long name from an ifps configuration file, which may have had a site-specific file name.  
The leftover verification component "retrieve_OBS" still relies on $LAMPSITE to define the local office ID.  This may be a driver for LAMP in 6.c.
e. HWR:  The trigger template may need to be changed.

f. AvnFPS:   No significant impact expected on AvnFPS.   The only change required is to the VFT (TAF verification) product headers and the trigger template.

g. SCAN, FFMP & LSR:   Most issues for SCAN, FFMP, and LSR are linked to WFO ID via localization items, like GELTS, environmental variables, and such.  If the environment and localization items are cleaned up, then there would be no impact to any of these applications.  If localization is not cleaned up, then there will be bumps in the road, but hopefully they will be easily fixed via changes in pre-localization files, etc.  Direct changes necessary:

FFMP: Change all instances of EYW to KEY in file /data/fxa/tstorm/FFMPradarToCWA.txt.

LSR: Edit the file /data/fxa/tstorm/LSRpil.txt to define the proper PIL.

h. SAFESEAS & Fog Monitor:   The following changes will be needed:  1) MDL will modify the files adjWFOinfo.txt and allAdjWFOinfo.txt files (in the localization/nationalData/ directory) to replace some instances of "EYW" with "KEY".    2) A configuration file called SAFESEAS.conf (located in ./D-2D/src/siteConfig/appLauncher/) must also be modified for one instance of "eyw" to "key".   3)  SAFESEAS is dependent on three widely-used shapefiles:  marine_zones, uscounty, and c11-zone.  We assume these will be updated by another maintenance organization (e.g.., Ira Graffman's group). 

i. NDFD:  Some minor changes would need to be made to the configuration data stored in the database of the NDFD Central Server, but the LOE required for this would be very minimal.  Less than a half day of effort.  It would be done such that it could accommodate either KEYW or KKEY as the site ID, thus they could implement the changes well before the changeover date.
7. GFE (Mathewson)
a. Pre-requisities:

i. afos2awips.txt file changes -- (really only needed for testing)

ii. shapefiles - needed before any development can commence

b. Level of Effort:

i. Development Time Only:   2 weeks LOE

c. Software Changes - two new scripts will be required to do the conversion, with most of the other work being updates to configuration files.

i. script to convert VTEC active table from old identifier to new identifier

ii. SiteInfo file and configureTextProducts.py (handles issued by and automatic configuration of products).

iii. serverConfig.py - to add the new KEY identifier and to define its domain

iv. script to convert their databases from EYW to KEY

v. VTEC active table sharing configuration

vi. NotifyTextProd pattern file changes

d. Possible technique

i. Install a new version of the GFESuite -- the install automatically regenerates all of the baseline text formatters and will delete all of their old baseline text formatters.  The install could also drop their EYW database and bring it back as a KEY database.  Basically they run the install and after the install is done, their system will 'become' KEY.   The build would be based on the 17.6/17.7 versions of GFE (or the latest version available if a patched version of GFE is deployed prior to the date).

ii. We could also not make any software changes, i.e., new install, by providing a new SiteInfo file and other scripts as overrides to certain files.  This would likely require more work than the #1 solution and is more error prone (both in the conversion and possible problems later). Definitely will require more testing.

e. Site Needed Changes (i.e., changes needed to be performed by site personnel):

i. These changes are a result of changes that the site personnel has made in the past to override the baseline versions of GFESuite.  As such, we need to notify the site that these changes should be done, but they need to make the changes as we don't know what they may have changed:

1. ifpServer localConfig, localMaps, localMapFiles

2. smart tools that may reference EYW

3. text formatter overrides -- of which the files contain the words EYW in their filename.

4. gfe configuration and ifpIMAGE configurations - which might specify EYW in them.

5. VTEC active table sharing configuration

f. Manual changes made at other sites:

i. If a site never has the need to backup EYW/KEY but that site sends EYW/KEY their ISC data, then the site will need to modify their site-level gfe configuration file which specifies the ISCSITES for transmission.

ii. If a site does need to backup EYW/KEY, then the site will need a new s/w build due to the product configuration and SiteInfo changes that are required to handle KEY.   The install of this can occur at any time after the KEY s/w installation, but until it is completed backup and ISC grids cannot be sent to EYW.

g. Other Issues:

i. 17.6 currently has EYW configured.  17.7 (which is in OB6) also is configured for EYW.  Need to determine the implementation of this change along with the OB6 install timeframe.  You don't want to make these changes only to find out that when OB6 is installed that the changes are wiped out.

8. RiverPro

a. Set up files

b. Field in database indicating host name
9. CRS (Nathan)
a. The operational CRS software does not use the site identifier for anything.  The only time it is used is to load the CRS and VIP application software.  Until we can make this change in the next operational build, the site needs to continue using KEYW when prompted for a site id during CRS install and in the VIP set up wizard.  Since it's not clear when the change will take effect, we will simply add an entry for KKEY on both CRS and VIP. 

10. NWRWAVES (Browning/Nathan)
a. Simple change in one file for NWRWAVES. The setup for NWRWAVES (triggers on AWIPS) and the CRS database will require some work - but no more than what will likely be needed for any office that transitions to NWRWAVES.
11. Local Changes

a. See CIDchangAWIPSv3.doc 
12. TestWS (Smith)
a. The file that needs to change is "awipsSites.txt" in the TextWS source directory.  It maps from WMO site IDs and AFOS site IDs to x.400 addresses.  The file will need to be pushed to all workstations once it has been modified.
13. Site/Platform Changes
a. HP boxes:

/etc/gettydefs - Console line

/etc/rc.config.d/netconf - subnet and site

/var/adm/inetd.conf - site name

/etc/rc.config.d/namesvrs - site name

/etc/resolv.conf - subnet

/stand/syztem.bak (? maybe only on ls1 - IP change)

/awips/fxa/ldad/.netrc (ls1 only)

/var/adm/sw/security/_* (site name)

/var/adm/sw/products/ifiles/_* (site name)

b. Linux Boxes:

/etc/yp.conf - site name

/etc/hosts.* - subnet

/etc/sysconfig/network - site name and subnet

/etc/sysconfig/network-scripts/ifcfg-eth0 – subnet
c. NetApps device (nas1):

/etc/rc for new NIS Domain on NAS1


/etc/hosts  for new host names on NAS1


/etc/hosts.equiv on NAS1

Note:  Recommended approach is to edit only the files that need to be changed.  Most of the NAS1 stuff can be fixed by running setup, but that would wipe out the /etc/hosts, /etc/exports, /etc/host.allow, /etc/host.equiv, etc., which would need to be updated manually.
d. Every device:

/etc/hosts - site name

/.rhosts - site name (and individual user .rhosts files)

/etc/hosts.equiv

e. Rebuild DNS and NIS
f. Miscellaneous


Rename /awips/fxa/data/localization/EYW to /awips/fxa/data/localization/KEY


Rename all the files in /awips/fxa/data/localization/KEY and file in /data/fxa/custiomFiles


Update /etc/rc.config.d/AWIPS on all nodes by running /awips/ops/bin/Install


Update /awips/fxa/.environs and /awips/fxa/,environs.<hostname>-<siteId> on all nodes


Update the /awips/fxa/ldad/.environs on all nodes
Implementation

Most of the changes are configuration changes; however, there will be some code.  The current feeling of the group is that the changes can be made without impacting OB7 development.  

Asley Kells, Wayne Martin and Jim Williams will work on the instructions and scripts necessary to make the changes at Key West and the surrounding sites

· Jim Ramer will work with the SST folks on the localization changes

· FSL has offered there hardware as a test bed.  Jim Williams is seeing what is locally available.

· Jim Williams will work with SST folks on installation.

· Should assign Raytheon/Keane folks to group
Ed Mandel needs to resolve the release schedule for GFE software changes.  
· Concern about making change prior to OB6.0.1

· Possible release schedule

· Maintenance Release 6.0.1 
· Code checkin – 11/21/04

· Begin deploy 1/30/2005  
· Maintenance Release 6.0.2
· Code checkin – 2/17/05

· Begin deploy 3/15/05 
· Application Release 6.1
· Code Checkin – 2/24/05

· Begin deploy 5/15/05 
· Look at 6.1 if not other software changes other than GFE required

Other Outstanding actions
1. Establish a place to test the changes before deployment to sites (Mandel)
a. FSL has volunteered to provide a platform
b. Jim Williams is seeing what is available locally

c. Regional site?

2. Include Eric Howieson (SR) in next meeting (Mandel)
a. Done.

3. Each development org should look into scripts necessary to install their software and site manual changes to be made. 

a. Work with Kells, Martin and Williams

b. Assign a Raytheon/Keane person

4. Insure changes if changes are made on Jan 18, they will not be overwritten by OB6.  May consider adding something to OB6.0.1 if necessary.

a. Looking at doing after 6.0.1

5. Develop Schedule (Mandel)

a. Working
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